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[bookmark: _top][image: http://www.ric.edu/webcommunications/images/SealWithText_Small_Black.png]UNDERGRADUATE CURRICULUM COMMITTEE (UCC)
PROPOSAL FORM
A. Cover page	scroll over blue text to see further important instructions: [if not working select “COMMents on rollover” in your Word preferences under view] please read these.
N.B. ALL numbered categories in section (A) must be completed. Please do not use highlight to select choices within a category but simply delete the options that do not apply to your proposal (e.g. in A.2 if this is a course revision proposal, just delete the creation and deletion options and the various program ones, so it reads “course revision”) Do not delete any of the numbered categories—if they do not apply leave them blank. If there are no resources impacted, please put “none” in each A. 7 category.
	A.1. Course or program
	[bookmark: Proposal]CUS Cybersecurity
	[bookmark: _MON_1418820125][bookmark: affecred]

	Replacing 
	[bookmark: Ifapplicable]
	

	A. 1b. Academic unit

	School of Business
	

	A.2. Proposal type
	Program:  creation 
	

	A.3. Originator
	[bookmark: Originator]Lisa Bain
	Home department
	[bookmark: home_dept]CSIS (Computer Science and Information Systems)

	A.4. Context and Rationale Must include additional information listed in smart tip for all new programs. If online course or program, you need to explain what mode(s) you plan to use and why you need that specific delivery. 
	[bookmark: Rationale]There are three reasons for the creation of this certificate.  The first is to support the mission of the new Institute for Cybersecurity & Emerging Technologies. The second is to support the project goals of federal grant awarded to the RIC Workforce Development Hub by the U.S. Department of Education (Award #P116Z220119/Grant #80001117), also known internally as the Langevin Earmark.  The third reason is to support the cybersecurity workforce demand.

#1 - Institute for Cybersecurity & Emerging Technologies
RIC and the School of Business launched the Institute for Cybersecurity & Emerging Technologies in November of 2023 with the mission to prepare students and working professionals with the technical and business skills to meet the challenges and growing demand of the 21st century.  

This preparation will focus on cybersecurity, artificial intelligence, and other emerging technologies.  RIC currently offers traditional and standard undergraduate pathways in these areas, including Computer Information Systems (B.S.), Cybersecurity (B.S.), Computer Science (B.S. and B.A.).  However, RIC also needs to develop and offer additional pathways as part of the Institute’s mission.  This CUS Cybersecurity is one of these new pathways that will focus on non-traditional students and working professionals looking to gain additional education and skills in cybersecurity. 

Many working professionals in IT have traditional degrees that did not include cybersecurity courses.  This allows them to build additional credentials for increased job opportunities and advancement.  Other working professionals have traditional degrees in non-IT areas that are interested in possible career switches.  This CUS would allow them the opportunity to evaluate this option in a shorter about of time.  In general, undergraduate certificates are an affordable and accessible option to enter the workforce quickly, transition to a new career or choose a higher education option in the future. 

#2 - Congressional Directed Funding
One of the project goals of the grant is the development of information technology (IT) training certificate programs for under­served, unemployed and under-employed adult students that will be offered at the RIC Workforce Development Hub in partnership with the RIC Computer Science and Information Services Department (CSIS) and the RIC STEAM Center.  This started as a pilot of a non­credit Certificate of Continuing Study (CCS) program that ran in fall 23 and continued in spring 24.  It provides students with essential training and industry certifications to increase and expand their work, career, and education opportunities.  The long-term objective, and the reason for this certificate, will be to establish a credit-based Certificate of Undergraduate Study (CUS) program.  When offered at the Hub, contextualized ESL support would be provided.


#3 - Cybersecurity Workforce Demand
The demand for cybersecurity experts is high and projected to increase.

According to cyberseek.org:
· From September 2022 through August 2023, there were only 72 cybersecurity workers available for every 100 cybersecurity jobs demanded by employers. 
· As of Jan., 2024, there are over 2,800 cybersecurity job openings and over 4700 employed in the cybersecurity workforce in Rhode Island.
· The Historical Cybersecurity Job Openings in Rhode Island have increased 82% since 2010.
· The Historical Cybersecurity Workforce in Rhode Island has increased 66% since 2010.

According to the U.S. Bureau of Labor Statistics:
· There will be a 34.7% employment growth for Information Security Analysts between 2021 and 2031.  


	A.5. Student impact
Must include to explain why this change is being made?
	[bookmark: student_impact]No impact is foreseen on existing students.  However, existing students could benefit from having the perspectives of CUS students during classroom discussions. 

	A.6. Impact on other programs 
	[bookmark: prog_impact]Enrollments in the CUS could impact the number of sections offered of the courses by the CSIS Dept.  

	A.7. Resource impact
	Faculty PT & FT: 
	None

	
	Library:
	None

	
	Technology (for in person delivery)
The VP of Information Services should be consulted prior to submission and their acknowledgement signature included.
	__X_RIC Campus    ___NEC    ___Other   ____  None

Standard computer lab needs.  CUS uses existing Computer Science (CSCI) courses.

Projector |  Smartboard  |  | Computer lab | 

	
	Technology: (for online delivery. Must be RIC supported)
The VP of Information Services should be consulted prior to submission and their approval signature included.
	Standard computer lab needs.  CUS uses existing Computer Science (CSCI) courses.

Blackboard |  Zoom  |  Collaborate  |  Kaltura 


	
	Facilities:
	None.

	A.8. Semester effective
	[bookmark: date_submitted]Fall 2024
	 A.9. Rationale if sooner than next Fall
	[bookmark: Semester_effective]

	A.10. INSTRUCTIONS FOR CATALOG COPY:  Use the Word copy versions of the catalog sections found on the UCC Forms and Information page. Cut and paste into a single file ALL the relevant pages from the college catalog that need to be changed. Use tracked changes feature to show how the catalog will be revised as you type in the revisions. If totally new copy, indicate where it should go in the catalog. If making related proposals a single catalog copy that includes all changes is preferred. Send catalog copy as a separate single Word file along with this form.

	A.11. List here (with the relevant urls), any RIC website pages that will need to be updated (to which your department does not have access) if this proposal is approved, with an explanation as to what needs to be revised:

	A. 12 Check to see if your proposal will impact any of our transfer agreements, and if it does explain in what way. Please indicate clearly what will need to be updated, including any changes in prefix numbers/titles for TES.

	A. 13 Check the section that lists “Possible NECHE considerations” on the UCC Forms and Information page and if any apply, indicate what that might be here and contact Institutional Research for further guidance.




E. Program Proposals For IN-Person or mixed modalities (for fully online programs: see section F):
Complete only what is relevant to your proposal. Delete section E. if not needed. PLease add in the 2020 CIP number for MAJOR revisions or new programs in E 2; these can be found at https://nces.ed.gov/ipeds/cipcode/browse.aspx?y=56 consult with Institutional research to be sure you select the correct one.
	
	Old (for revisions only)
	New/revised

	E.1. Enrollments 
Must be completed.
	[bookmark: enrollments]
	Estimated 
5 Fall 24 and 5 Sp 25
10 per semester starting Fall 25

	[bookmark: CIPnumber]E. 2. 2020 CIP number
	
	
11.1003 	Computer and Information Systems Security


	E.3. Admission requirements
	[bookmark: admissions]
	The Certificate in Cybersecurity is designed for non-matriculating students looking to earn a credential in Cybersecurity.  This includes students who currently have or do not have a bachelor’s degree.  Course requirements are the same as the requirements for the Minor in Cybersecurity.  Non-matriculating students can receive only a certificate, not a minor, in Cybersecurity.  

Admissions requirements are the following:
1. A completed application form accompanied by a $50 non-refundable application fee.  
2. College transcripts or High School Diploma/Equivalent.
3. The admissions process will include an evaluation of math skills required by the College Math Milestone, which is a prerequisite of CSCI 102.  The math placement exam and/or additional math courses may be needed.  


	E.4. Retention requirements
	[bookmark: retention]
	Maintain a 2.0 GPA in the program.


	E.5. Course requirements for each program option. Show the course requirements for the whole program here.
	[bookmark: course_reqs]
	CSCI 102 Computer Fundamentals for Cyber Security (4 cr)
CSCI 157 Intro to Algorithmic Thinking in Python (4 cr)
CSCI 402 Cyber Security Principles (4 cr)
CSCI 410 Digital Forensics (4 cr)
CSCI 432 Network and Systems Security	(4 cr)


	E.6. Credit count for each program option
	[bookmark: credit_count]
	20 credits 

	E.7. Note any needs for program accreditation (if relevant). 
	
	

	E.8 Program modality. Online percentage of delivery; calculate % within required hybrids and the total for the program cannot go over 49% 
	
	In Person and Hybrid
Courses are offered as either In Person or Hybrid.
Online percentage of delivery would have a range, with a maximum 49%.


	E.9 Will any classes be offered at sites other than RIC campus or the RI Nursing Ed. Center?*
	
	NO

	E. 10. Do these revisions reflect more than 25% change to the program?* 
	
	NA

	E.11.  Program goals
Needed for all new programs
	
	Students will:
· Understand the major cybersecurity challenges.
· Utilize a cybersecurity mindset to question processes.
· Understand the concept of secure programming.
· Write scripts and program securely.
· Practice command line techniques.
· Use hacking tools in a secure virtual machine environment.
· Discuss ethics, current events, cybersecurity laws and standards.

	E.12.  Other changes if any
	
	




G. Signatures
· Changes that affect General Education in any way MUST be approved by ALL Deans and COGE Chair.
· Changes that directly impact more than one department/program MUST have the signatures of all relevant department chairs, program directors, and their relevant dean (e.g. when creating/revising a program using courses from other departments/programs). Check UCC manual 4.2 for further guidelines on whether the signatures need to be approval or acknowledgement.
· Proposals that do not have appropriate approval signatures will not be considered. 
· Type in name of person signing and their position/affiliation.
· Send electronic files of this proposal and accompanying catalog copy to curriculum@ric.edu to the current Chair of UCC. Check UCC website for due dates. Do NOT convert to a .pdf.

G.1. Approvals: required from programs/departments/deans who originate the proposal. THESE may include multiple departments, e.g., for joint/interdisciplinary proposals. 
	Name
	Position/affiliation
	Signature
	Date

	Suzanne Mello-Stark
	Chair of CSIS Dept
	[image: A close-up of a sign

Description automatically generated]
	3.26.24

	Marianne Raimondo
	Dean of School of Business
	*Approved by email
	4/8/24


G.2. Acknowledgements: REQUIRED from OTHER PROGRAMS/DEPARTMENTS (and their relevant deans if not already included above) that are IMPACTED BY THE PROPOSAL. SIGNATURE DOES NOT INDICATE APPROVAL, ONLY AWARENESS THAT THE PROPOSAL IS BEING SUBMITTED. CONCERNS SHOULD BE BROUGHT TO THE UCC COMMITTEE MEETING FOR DISCUSSION; all faculty are welcome to attend.
	Name
	Position/affiliation
	[bookmark: Signature_2]Signature
	Date

	Jen Giroux
	Associate Vice President of Professional Studies and Continuing Education
	*Acknowledged by email
	3/29/24

	Denise Watson
	Director of Workforce Development and Training
	*Acknowledged by email
	3/29/24
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